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First of all, we are excited that you are interested in this great application (the 'Application'). 
We do our utmost to make sure that you do not need to worry about the protection of your 
Personal Data when you are using the Application. This privacy policy describes how we use 
the Personal Data you provide us with whilst using the Application. 

We may ask you to share certain Personal Data with us, including but not limited to your first 
name, last name, and e-mail address (identification data). For certain specific obligations, you 
may be required to provide us with additional data, such as billing or payment data. For this 
purposes, we base ourselves on the processing grounds of the agreement, the legal obligation, 
our legitimate interest, and in some cases, your consent (see also section 2). 

If you do not wish to share any Personal Data with us, you will not be able to use the Application 
and we suggest you uninstall it on your mobile device. The processing of your Personal Data is 
subject to this privacy statement. In case you have questions or remarks concerning this policy, 
we invite you to contact us at dpo@sziget.hu (Data Protection Officer: Balázs Takács). By 
providing your Personal Data, you are deemed to have acknowledged the use of your Personal 
Data in accordance with this privacy policy.  

Definitions 

Affiliated Company; means a company that is affiliated to Appmiral insofar as it meets the 
conditions for an “affiliated company” as set out in Point 23 of Section 4 of Act 81 of 1996 on 
corporate tax and distribution tax, such as, for example, but not limited to, its subsidiary 
companies. 

Application; means the “Appmiral” application that is developed for mobile devices for iOS- 
and Android-operating systems, customized and operated by Appmiral, which acts as a 
Processor in this respect. 

Appmiral; means BV Appmiral, a limited liability company organized and existing under the 
laws of Belgium, with its registered office situated at Scheldestraat 11, 2000 Antwerp 
(Belgium) and registered in the Belgian Crossroads Bank for Enterprises with number 
0835.673.410. 

Controller;  has the meaning as defined in the General Data Protection Regulation 2016/679. 
The Organizer will be qualified as the Controller concerning the processing of Personal Data 
within the framework of the Application which determines the purposes and means of the 
processing of Personal Data. 

Organizer; means Sziget Kulturális Menedzser Iroda Zártkörűen Működő 
Részvénytársaság (Sziget Cultural Management Private Company Limited by Shares, H-1033 
Budapest, Hajógyári sziget hrsz. 23796/58, company registration number: 01-10-049598, tax 
number: 26189905-2-41, email address: dpo@sziget.hu) that hosts the event for which the 
Application is used. 

Personal Data;  has the meaning as defined in the General Data Protection Regulation 
2016/679, which is any information relating to an identified or identifiable natural person (also 
referred to as “data subject”). 
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Processor; has the meaning as defined in the General Data Protection Regulation 2016/679, 
which is the entity or the person that processes Personal Data on behalf of the Controller. 

Data processors: 
 
BV Appmiral (seat: Scheldestraat 11, 2000 Antwerpen, Belgium, Company Registration No.: 
0835.673.410) – developer of the application and operator 
 
Crowd Connected Ltd (seat: Surrey Technology Centre, Guildford, GU2 7YG, United 
Kingdom, Company Regsitration No.: 08417106) – operator of the admin surface, optionally 
activated by the user on his own device 
Location: European Region 
 
Google LLC (seat: 1600 Amphitheatre Parkway Mountain View, CA 94043 United States) – 
performance monitoring, analytics 
Location: worldwide services 
 
Amazon Web Services EMEA SARL (seat: 38 Avenue John F. Kennedy, L-1855 Luxembourg) 
– server infrastructure, data storage, push notification services 
Location servers: European Region > EU-West-1 (Dublin, Ireland) 
 
Spotify USA Inc (seat: 4 World Trade Center, 140 Greenwich Street, 62nd floor, NY 10007, 
New York) – music services, optionally activated by the user on his own device 
Location: worldwide services 
 
Data will be transferred within the territory of the EEA or third countries complying with the 
GDPR. 

Purposes and Legal Grounds 

Customer data  

Within the framework of the Application, we collect and process the identification and contact 
data of our customers. The data may be processed for the purposes of execution of the 
agreement with our customers, customer management, accounting, and direct marketing 
activities such as sending promotional or commercial information. The legal grounds for this 
processing are the execution of the agreement, compliance with a legal obligation to which we 
are subject (amongst others, accounting legislation), our legitimate interest, and in some cases, 
your consent. 

Specifically, we may use the Personal Data we collect for the following purposes: 

• to allow you to make use of the Application and the Application’s functionalities, 
features, and services (for example blogs, forums, and discussion pages); 

• to provide you with information about our products and services (via e.g. push 
notifications, SMS text messages, email and/or other channels), when you subscribe to 
this; 

• to process and respond to any complaints or requests; 
• to locate you in order, when you consent to share your location with us; 
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• to help us in evaluating, correcting, and improving the Application and any related 
products or services; 

• for direct marketing purposes; 
• for internal reasons, including business administration and filing purposes. 

 
The confidentiality of your Personal Data 

Every time you as a user submit Personal Data, we shall handle this information in accordance 
with the stipulations of this privacy policy and the legal obligations within the scope of the 
processing of Personal Data, including the General Data Protection Regulation (GDPR) 
2016/679. 

We establish reasonable measures and procedures to secure and protect the Personal Data we 
collect via the Application or via electronic correspondence. This way, we undertake, as far as 
can reasonably be expected, to prevent illegal processing of Personal Data and unintentional 
loss or removal of your Personal Data. 

We seek to optimize the security of your Personal Data by limiting the access to your Personal 
Data to persons on a “need-to-know” basis (for example only our employees, associates, 
Affiliated Companies, or subcontractors who need your Personal Data for the purposes as 
described in section 2 shall receive permission to access the data). 

 
How do we collect your Personal Data and for how long is it kept? 

Collection of data 

We collect your Personal Data – without being exhaustive – in the following cases: 

• when you fill in the registration form customized by us to register to the Application;  
• when you register to the Application through your social media account (Facebook); 
• when you use the Application as a result whereof we will detect your location when you 

consent to this; 
• when you file a complaint or ask for information; 
• when you call, email, or correspond with us in another way than via the Application. 

We avoid the collection of Personal Data that is not relevant for the purposes as set out in 
section 2. 

We can combine the Personal Data we collect via the Application with information that you 
provide us in another way or which third parties deliver to us.  

Retention of data 

Personal Data will be stored and processed by us for the duration that is required in relation to 
the purposes of the processing.  
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Customer data will be removed from our systems one year after the last time you log in to the 
Application, except for the Personal Data that we have to store for a longer duration based on 
specific legal obligations or in case of pending litigation(s).  

We avoid the collection of Personal Data that are not relevant for the purposes set out in section 
2. 

 
Transfer of Personal Data? 

We will not transfer your Personal Data to third parties outside the European Economic Area, 
unless we have Standard Contractual Clauses as provided by the European Commission, in 
place.  

Furthermore, we will not transfer your Personal Data to third parties inside the European 
Economic Area without your permission, except: 

• when such transfer is necessary to permit Affiliated Companies, associates, agents, 
subcontractors, suppliers, or commercial partners to provide a service or accomplish a 
task in our name (including providing marketing support, accomplish market research, 
or providing customer services); 

• if it is required by law. 

Any transfer of Personal Data to one of the third parties mentioned in the list above is in 
accordance with the stipulations of the General Data Protection Regulation (GDPR) 2016/679.  

We ensure that measures are taken to make sure that third parties cannot use your Personal Data 
for other purposes than and according to the purposes mentioned in section 2, and that these 
third parties have taken the necessary technical and organizational measures to protect the data 
involved. 

We will have data processing agreements in place with the aforementioned third parties and, if 
applicable, Standard Contractual Clauses as provided by the European Commission, in order to 
ensure the security of the Personal Data.  

We shall take all necessary precautionary measures to assure that our employees and associates 
who have access to Personal Data will process these Personal Data exclusively in accordance 
with this privacy policy and our obligations under the General Data Protection Regulation 
2016/679.  

 
Rights of the data subject 

By virtue of both Hungarian and European legislation concerning data protection, you have the 
following rights. If you want to exercise the hereafter mentioned rights to your Personal Data, 
you have to send us a written request and provide a copy of the front side of your ID card to 
dpo@sziget.hu.  

We will provide you with information within one month of receipt of the request on the action 
that will be taken. We can extend this one-month period to a maximum of three months, in 
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which case you will be informed about the reasons for such delay within one month of the 
original request. 

 
The right of access to Personal Data 

You have the right to instruct us to provide you with any Personal Data we hold about you, 
providing the rights of other data subjects are not affected. 

 
The right to rectification of Personal Data 

We kindly ask you to help to make sure that the Personal Data in our records are as accurate 
and up-to-date as possible. If you believe that the Personal Data submitted to us are incorrect 
or incomplete, please notify us as described above. We will correct or adapt your Personal Data 
as soon as possible. 

The right to erasure of Personal Data 

In some circumstances, you have the right to the erasure of your Personal Data without undue 
delay.  

Those circumstances include: 

• the unnecessity to hold the Personal Data any longer in relation to the purposes for 
which they were collected or otherwise processed; 

• the withdrawing of the consent to consent-based processing; 
• the processing that is for direct marketing purposes; 
• in case the Personal Data has been unlawfully processed. 

However, there are certain general exclusions of the right to erasure. Those general exclusions 
include where processing is necessary:  

• for exercising the right of freedom of expression and information;  
• for compliance with a legal obligation; or  
• for the establishment, exercise or defense of legal claims. 

 
The right to restrict the processing of Personal Data 

In the following circumstances you have the right to restrict the processing of your Personal 
Data: 

• for contesting the accuracy of the Personal Data;  
• when the processing is unlawful but you don't want the Personal Data to be erased; or 
• when you objected to processing, pending the verification of that objection. 

Where processing has been restricted on this basis, we may continue to store your Personal 
Data. However, we will only process it with your explicit consent, for the establishment, 



 6 

exercise or defense of legal claims, for the protection of the rights of another natural or legal 
person, or for reasons of important public interest. 

The right to object to the processing of Personal Data 

You have the right to object to our processing of your Personal Data, under the following 
circumstances: 

• when we process your Personal Data for direct marketing purposes (including profiling 
for these purposes) based on our legitimate interest; and 

• on grounds relating to your particular situation (special personal circumstances). 

The right to data portability 

If you wish to exercise your right to data portability, we will send the Personal Data in a 
structured, commonly used and machine-readable format to a data controller of your choice. 

 
The right to withdraw consent 

To the extent that the legal basis for our processing of your Personal Data is consent, you have 
the right to withdraw that consent at any time. However, the withdrawal will not affect the 
lawfulness of processing before the withdrawal. 

 
The right to complain to a supervisory authority 

You can file a complaint with the Hungarian National Authority for Data Protection and 
Freedom of Information (Nemzeti Adatvédelmi és Információszabadság Hatóság, NAIH, 
seat: Hungary, H-1055 Budapest, Falk Miksa utca 9-11.; mailing address: 1374 Budapest, Pf. 
603.; email: ugyfelszolgalat@naih.hu). 

 
Geolocalisation 

Your Personal Data is used for detecting your location while using the Application. We will 
store such information for the limited duration of 36 months maximum. Detecting your location 
helps us to send target messages. We will only use your Personal Data for this purpose if you 
have explicitly agreed to this by opting in. You have an unconditional right to opt-out at any 
time you want by sending an e-mail to dpo@sziget.hu or by turning the 'geolocalisation' button 
in the Application. 

Third-Party Links 

The Application may contain links to other websites that are not controlled by us. Although we 
will do our utmost to make sure that the links in the Application lead exclusively to websites 
that have corresponding security and confidentiality standards, we are not responsible for the 
protection and confidentiality of data, among which Personal Data, which you submit on other 
websites after you have left the Application.  
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--- 

Before submitting personal information on other sites we recommend that you proceed carefully 
and consult the privacy statement which applies on the website concerned before submitting 
Personal Data. 

Amendments  

We have the right to change this privacy policy at any time by publishing a new version on the 
Application. We recommend consulting the Application. 

PRIVACY NOTICE CONCERNING THE PROCESSING OF PERSONAL DATA 
RELATED TO THE USE OF THE SOUND WATCH FEATURE IN THE BALATON 

SOUND MOBILE APPLICATION  

The Sound Watch feature available in the Balaton Sound mobile application is primarily used 
for asking for help - via the four-digit code - anonymously, but may occur that during asking 
for help you necessarily provide personal data, that makes you or another data subject 
identifiable. In this case we will process the personal data in accordance with the General Data 
Protection Regulation (EU) 2016/679 of the European Parliament and of the Council 
(hereinafter: “GDPR”). 
 
The Controller  
 

Sziget Kulturális Menedzser Iroda 
Zártkörűen Működő Részvénytársaság 
(Sziget Cultural Management Private 
Company Limited by Shares, H-1033 
Budapest, Hajógyári sziget hrsz. 23796/58, 
company registration number: 01-10-
049598, tax number: 26189905-2-41, email 
address: dpo@sziget.hu; hereinafter referred 
to as “Controller”).  
 

The data protection officer’s contact 
details: 
 

Data protection officer: Balázs Takács 
Mailing address: H-1033 Budapest, 
Hajógyári-sziget hrsz: 23796/58. 
Email: dpo@sziget.hu 
 

Personal data to be processed • Location of you and/ or another 
person who needs help,  

• Name of you and/ or another person 
who needs help, 

• Your comment shared via SMS, or 
during the phone conversation 
regarding your own or another 
person’s location, condition. 

• The telephone number of the person 
who uses the application. 
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Purpose of processing Helping the visitors of the Balaton Sound 
Festival, and keep contact with them. 

Duration of processing Until withdrawal of the data subject’s 
consent; otherwise the personal data will be 
deleted after the assistance or after the 
ambulance, police has arrived (if the 
authority does not  obligate the Controller to 
block the data) .   

Legal basis for processing • Express consent of the data subject 
pursuant to Article 6(1)(a) of the 
GDPR (by using the the Sound Watch 
feature the consent is deemed as 
given) 

 
• the vital interests of the data subject 

or of another natural person who 
needs help pursuant to Article 6(1)(d) 
of the GDPR (if the data subject does 
not in the condition to give his or her 
consent.) 

Transfer 
Personal data are processed by the employees of the Controller in order to achieve the 
abovementioned purpose, and – considering the function of the Sound Watch feature - they 
transfer the data to the ambulance, police, investigation authority or any other authority in 
order to provide furher professional assistance and care.  
 
Data processors: 
 
BV Appmiral (seat: Scheldestraat 11, 2000 Antwerpen, Belgium, Company Registration No.: 
0835.673.410) – developer of the application and operator 
 
Crowd Connected Ltd (seat: Surrey Technology Centre, Guildford, GU2 7YG, United 
Kingdom, Company Regsitration No.: 08417106) – operator of the admin surface, optionally 
activated by the user on his own device 
Location: European Region 
 
Google LLC (seat: 1600 Amphitheatre Parkway Mountain View, CA 94043 United States) 
– performance monitoring, analytics 
Location: worldwide services 
 
Amazon Web Services EMEA SARL (seat: 38 Avenue John F. Kennedy, L-1855 
Luxembourg) – server infrastructure, data storage, push notification services 
Location servers: European Region > EU-West-1 (Dublin, Ireland) 
 
Spotify USA Inc (seat: 4 World Trade Center, 140 Greenwich Street, 62nd floor, NY 10007, 
New York) – music services, optionally activated by the user on his own device 
Location: worldwide services 
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Data will be transferred within the territory of the EEA or third countries complying with the 
GDPR. 
 

Rights, legal remedies, complaints 
Pursuant to the GDPR, during the data processing you may request access to the personal 
data and may request information about data processing (which will be provided by the 
Controller within no more than 30 days), may request rectification of personal data or their 
erasure (to the extent this is reasonably possible and such erasure does not affect the 
lawfulness of processing based on consent before its withdrawal), or the restriction of data 
processing, and to object to processing. 
 
If you feel that the Controller has violated any of the legal provisions applicable to data 
processing, please contact us first, using any of the above contact information, or at the 
following email address: dpo@sziget.hu. If this proves to be unsuccessful, you may initiate 
a proceeding with the Hungarian National Authority for Data Protection and Freedom 
of Information (Nemzeti Adatvédelmi és Információszabadság Hatóság, NAIH, seat: 
Hungary, H-1055 Budapest, Falk Miksa utca 9-11.; mailing address: 1374 Budapest, Pf. 603.; 
email: ugyfelszolgalat@naih.hu) or seek judicial remedy. (In all other matters, sections 14 
to 23 of the Privacy Act and articles 15, 17, 18 and 21 of the GDPR will apply.) 

 
 
 
June 28, 2022, Budapest 

 


